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What this paper does (1/2)

Setting A duopoly model in which consumers purchase

products in two independent markets: data collection

(smart watch) and data application (health care).

Pricing In the data application market, each firm can offer

personalized prices to its targeted customers and a

uniform price to untargeted consumers.

Privacy management Each firm’s targeted customers can erase

their data from the database to become untargeted

consumers by incurring a fixed cost before the firms

offer prices.
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What this paper does (2/2)

Setting A duopoly model in which consumers purchase prod-

ucts in two independent markets: data collection and

data application.

Results In the data application market, privacy management

harms the total surplus, the consumer surplus, and

firms, except for opt-out consumers.

In the data collection market, privacy management

also intensifies competition, lowering the two-market

profits and benefiting consumers.

The intensity of competition in the data collection

market depends on whether consumers foresee the

outcome in the data application market.

Extensions We extend the model in several directions.
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Background (1/4)

Consumer data and analytics Combining consumer data and ad-

vanced data analytics has been recognized as useful

for developing data-utilizing markets (e.g., healthcare)

(Goldfarb and Tucker, 2019).

Big tech and data The healthcare market interests the famous

Big Tech firms, which have high capabilities in data

analytics and personalized services (Ozalp et al., 2022,

California Manage. Rev.).

Google becomes a central player in the market since it made

public plans to develop Google Health for health in-

surers and doctors (Ozalp et al., 2022).

https://health.google/
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Background (2/4)

Data collection Google completed the $2.1 billion acquisition

of Fitbit (a smartwatch maker) in 2021 (Bourreau et

al., 2020; Chen et al., 2022).

https://www.google.com/ https://www.fitbit.com/global/it/products
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Background (2/4)

Data collection Google-Fitbit merger with $2.1 billion in 2021

(Bourreau et al., 2020; Chen et al., 2022).

Apple has already sold its smartwatch, the Apple

Watch, enabling Apple to provide health support to

users (Santos-Lozano et al., 2018).

https://www.apple.com/it/apple-watch-series-8/
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Background (2/4)

Data collection Google-Fitbit merger with $2.1 billion in 2021

(Bourreau et al., 2020; Chen et al., 2022).

The Apple watch enables Apple to provide health sup-

port to users (Santos-Lozano et al., 2018).

Amazon allows consumers to communicate with health

care companies through a smart speaker, Alexa.

Amazon purchased online pharmacy PillPack and dig-

ital health startup Health Navigator, and now offers

employees its virtual health care (Farr, 2019).
https://www.amazon.co.jp/gp/product/B07PFFMQ64/

https://www.pillpack.com/ https://amazon.care/about
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Background (3/4)

Data privacy Some firms caused disputes concerning con-

sumers’ privacy in the healthcare market (Schneble

et al., 2020). Consumers’ concerns about their data

privacy and raising the need to establish laws on the

privacy of consumers’ data.

Data management The General Data Protection Regulation

(GDPR) is a typical example of granting consumers

greater rights to control their data.

Consumers can order the firm to erase their data (Ar-

ticle 17).

Those consumers can order the firm to transmit their

data from the firm to another firm if technically feasi-

ble (Article 20).
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Background (4/4)

On debate Although privacy laws secure the right of con-

sumers to manage their personal data, the impact of

the right on competitive environments is unclear and

still under debate (e.g., Jia et al., 2021; Aridor et al.,

2022; Peukert et al., 2022).

What we do We, therefore, consider the effect of consumers’

personal data management on welfare and profits.
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Preview of the model (1/4)

Duopoly model Consumers purchase products in two inde-

pendent markets: data collection, market B (e.g.,

wearable devices) and data application, market A

(e.g., healthcare and insurance).
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Prview of the model (1/4)

Duopoly model Consumers purchase products in two inde-

pendent markets: data collection, market B and data

application, market A.

1. The firms try to acquire consumers

in market B.

2. The data collected uniquely by each

firm capture its customers’ prefer-

ences for its product in market A.

3. In market A, each firm offers per-

sonalized prices based on the data

collected in market B to its tar-

geted customers and a uniform

price to untargeted consumers.
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Preview of the model (2/4)

No privacy management

The market structure in market A.

δ: The demand for firm 1 in market B
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Preview of the model (3/4)

Duopoly model data collection, market B and data applica-

tion, market A.

1. The firms try to acquire consumers in market B.

2. The data collected uniquely by each firm capture its

customers’ preferences for its product in market A.

3. In market A, each firm offers personalized prices to its

targeted customers and a uniform price to untargeted

consumers.

Data eraser Each firm’s targeted customers can erase their

data from the database to become untargeted con-

sumers by incurring a fixed cost.
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Preview of the model (4/4)

No privacy management Privacy management

The market structure in market A.

δ: The demand for firm 1 in market B
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Preview of the Results (market A)

1. Consumers who strongly prefer one firm over the other

are more likely to erase their data.

2. The data erasure by those opt-out consumers increases

the uniform prices.

3. Those increases induce the firms to set higher person-

alized prices, harming opt-in consumers.
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Preview of the Results (market B)

• Privacy management (PM) intensifies competition in

market B, although it lowers profits in market A.

A larger δ,

⇒ a larger number of opt-out
consumers,

⇒ a higher uniform price,

⇒ consumers are less likely to
erase (lower x̃1),

⇒ personalized pricing is more
profitable
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Preview of the Results

• Privacy management (PM) intensifies competition in

market B, although it lowers profits in market A.

• PM lowers two-market profits.

• PM increases consumer welfare in market B. How-

ever, it harms consumers in market A except for opt-

out consumers.

In total, PM decreases consumer welfare in the two

markets if consumers are myopic.

PM increases consumer welfare in the two markets if

consumers are forward-looking.
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Preview of Extensions

1. Opt-in product personalization and privacy costs

[Result] An increase in the gain from personalized

products harms the firms’ two-market profits and im-

proves the consumer and total surpluses.

2. Data portability: Consumers can give their data gath-

ered by a firm to the competing firm.

3. Consumer heterogeneity regarding privacy costs.
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Preview of Extensions

1. Opt-in product personalization and privacy costs

2. Data portability: Consumers can give their data gath-

ered by a firm to the competing firm.

[Results] Competition in market A intensifies but the

firms have lower incentives to acquire a lot of cus-

tomers’ data in market B, improving the firms’ two-

market profits but diminishing the sum of the con-

sumer surpluses.

3. Consumer heterogeneity regarding privacy costs.
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Preview of Extensions

1. Opt-in product personalization and privacy costs

2. Data portability: Consumers can give their data gath-

ered by a firm to the competing firm.

3. Consumer heterogeneity regarding privacy costs.

[Result] Privacy management improves the consumer

surplus in each market if the number of privacy-

sensitive consumers exceeds a threshold value.
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Literature (1/5)

Personalized pricing Earlier works show that personalized pric-

ing is worse for firms than uniform pricing (Thisse and

Vives, 1988; Shaffer and Zhang, 1995; Bester and Pe-

trakis, 1996; Zhang, 2011).

Data acquisition and data application Two-stage models (Choe

et al., 2018; Choe et al., 2022; Chen et al., 2022;

Herresthal et al., 2022; Laussel and Resende, 2022).

Chen et al. (2022) consider two-stage duopoly models

in which only one of the firms can apply customer

data collected in a market to another market to offer

personalized prices. Consumers’ data management is

out of scope in their paper.
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Literature (2/5)

Data management and personalized prices Monopoly (Conitzer et

al., 2012; Belleflamme and Vergote, 2016; Koh et al.,

2017, Ke and Sudhir, 2022), duopoly (Ali et al., 2022),

oligopoly (differentiated goods: Anderson et al., 2022;

ex-ante homogeneous goods: Ke and Sudhir, 2022).

Ke and Sudhir (2022, Mng. Sci.): heterogeneous WTP

(BV, 2016); observing prices, consumers can erase the

identity (Chen et al., 2020, Section 5.2).

Ex-post indentity management (privacy rights) de-

creases consumer and social welfare but increases the

monopolist’s profits when the fixed cost to erase the

identity is low enough.
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Literature (3/5)

Data management and personalized prices Monopoly (Conitzer et

al., 2012; Belleflamme and Vergote, 2016; Koh et al.,

2017, Ke and Sudhir, 2022), duopoly (Ali et al., 2022),

oligopoly (differentiated goods: Anderson et al., 2022;

ex-ante homogeneous goods: Ke and Sudhir, 2022).

Ali et al. (2022, RES): Consumers can reveal their

preferences. All consumers benefit from information

revelation; consumers around the center reveal the ex-

act locations, related to our data portability case.

We consider different consumers’ information manage-

ment and the cross-market effect of information acqui-

sitions.
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Literature (4/5)

Data management and personalized prices Monopoly (Conitzer et

al., 2012; Belleflamme and Vergote, 2016; Koh et al.,

2017, Ke and Sudhir, 2022), duopoly (Ali et al., 2022),

oligopoly (differentiated goods: Anderson et al., 2022;

ex-ante homogeneous goods: Ke and Sudhir, 2022).

Anderson et al. (2022, RES): Two-stage game (uni-

form pricing, personalized targeted discounts and uni-

form pricing). Consumers can deny receiving targeted

discounts at the beginning of the game (stage 0).

The denials of having personalized discounts can ben-

efit firms and consumers through mitigating discount

competition and lowering uniform prices.
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Literature (5/5)

Data and competition Accumulating data gives the firm a com-

petitive advantage (Farboodi et al., 2019; Prüfer and

Schottmüller, 2021; Cordorelli and Padilla, 2022; de

Corniére and Taylor, 2022; Hagiu and Wright, 2022).

Markets for consumer data (Choi et al., 2019; Ichi-

hashi, 2021; Acemoglu et al., 2022; Bergemann et al.,

2022).

Ichihashi (2020): Information disclosure by a con-

sumer and product recommendation with pricing by

a seller in buyer-seller models. Price commitment by

the seller benefits the seller but harms the buyer.

The interaction between consumers’ data management and

personalized pricing is out of scope in the papers.
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Model (1/4)

Two markets Data application (A) and data collection (B).

Firms 1 and 2 A1 and A2 in A; B1 and B2 in B. Zero costs.

Consumers are distributed on the two independent Hotelling

lines [0, 1]× [0, 1]. Unit demand.

Market B B1 and B2 are at the edges on [0, 1].

The utitlity of consumer y ∈ [0, 1] is{
vB − ty − β1 buying from B1,
vB − t(1− y)− β2 buying from B2,

vB and t: positive constants; βi: Bi’s price.

Market A A1 and A2 are at the edges on [0, 1].

Ai can know the exact realized locations x of con-

sumers in market A if those consumers are Bi’s tar-

geted consumers thanks to the help of consumer data.
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Model (2/4)

The market structure in market A.

δ: The demand for firm 1
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Model (3/4)

Two markets Data application (A) and data collection (B).

Firms 1 and 2 A1 and A2 in A; B1 and B2 in B. Zero costs.

Consumers are on [0, 1]× [0, 1]. Unit demand.

Market A A1 and A2 are at the edges on [0, 1].

pi(x): Ai’s personalized prices to targeted consumers,

αi: Ai’s uniform price to non-targeted consumers.

Targeted consumers The choices of Ai’s targeted consumers

1. u = vA − tx− pi(x) by purchasing from Ai (x ∈ [0, 1]),

2. u = vA − t(1− x)− αj by puchasing from Aj.

Erasure Consumers can erase data before the firms set prices.

When one erases data by incurring ε(> 0), the choices:

1. u = vA − tx− αi by purchasing from Ai (x ∈ [0, 1]),

2. u = vA − t(1− x)− αj by purchasing from Aj.
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Model (4/4)

Two markets Data application (A) and data collection (B).

Firms 1 and 2 A1 and A2 in A; B1 and B2 in B. Zero costs.

Consumers are on [0, 1]× [0, 1]. Unit demand.

Targeted consumers The choices of Ai’s targeted consumer

Ai. u = vA − tx− pi(x); Aj. u = vA − t(1− x)− αj.

Erasure Incur ε(> 0), the choices of untergated consuemrs

Ai. u = vA − tx− αi; Aj. u = vA − t(1− x)− αj.

Timing 1. Compete in market B under uniform prices.

2. Consumers decide whether to erase their data.

3. Posting observable uniform prices in market A.

4. Ai offers pi(x) to its targeted consumers.

The sequence follows the literature (Thisse and Vives, 1988)

and reflects the flexibility in personalized prices.
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Analysis w/o privacy management (1/2)

Mrkt A The same as Thisse and Vives (1988) in market A:

αn
1 = αn

2 = t/2,

pn1 (x) =

{
2t(3/4− x) if x ≤ 3/4,

0 if x ≥ 3/4,

pn2 (x) =

{
0 if x ≤ 1/4,

2t(x− 1/4) if x ≥ 1/4.
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Analysis w/o privacy management (2/2)

Mrkt B Two cases about consumers’ foresight: Myopic and

forward-looking.

The expected consumer surplus from choosing firm i

is the same as that from choosing firm j under w/o

privacy management.

Indifferent consumer δ = (t+ β2 − β1)/(2t) (βi: Bi’s price)

Objectives Firm i maximizes the two-market profits:

Π1 = πA1 + πB1, Π2 = πA2 + πB2,

πki: profit of i ∈ {1, 2} in market k ∈ {A,B}.

The equilibrium outcome is

βn
i = 9t/16, δn = 1/2, πn

Bi
= 9t/32, πn

Ai
= 11t/32, Πn

i = 5t/8.
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Analysis with privacy management (1/9)

Market A (1/3) The choices of A1’s targeted consumers:

Erasure: vA − tx− αa
1 − ε

No erasure: vA − tx− pa1(x) = vA − tx− (αa
2 + t(1− 2x))

Consumers with x ≤ x̃1 erase their data, where

x̃1 ≡ 1

2
+

αa
2 − αa

1

2t
− ε

2t
.

Similar to A2’s targeted consumers.
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Analysis with privacy management (2/9)

Market A (2/3) A1 sets α1 to maximize the following:α1

[
(1− δ)

(
1

2
− α1

2t

)
+ δx̃1

]
when α1 ≤ t

α1δx̃1 when α1 ≥ t and x̂ ≥ x̃1.

⇒ α1 =
t

2
+

tx̃1δ

1− δ
, α2 =

t

2
+

t(1− x̃2)(1− δ)

δ
.
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Analysis with privacy management (3/9)

Market A (3/3) A1 sets α1 to maximize the following:α1

[
(1− δ)

(
1

2
− α1

2t

)
+ δx̃1

]
when α1 ≤ t

α1δx̃1 when α1 ≥ t and x̂ ≥ x̃1.

⇒ α1 =
t

2
+

tx̃1δ

1− δ
, α2 =

t

2
+

t(1− x̃2)(1− δ)

δ
.

By x̃1 ≡ 1
2
+

αa
2−αa

1
2t

− ε
2t

and x̃2 ≡ 1
2
+

αa
2−αa

1
2t

+ ε
2t
,

α∗
1 =

t

2
+ δ(t− ε), α∗

2 =
t

2
+ (1− δ)(t− ε),

x̃∗
1 =

(1− δ)(t− ε)

t
, x̃∗

2 = 1− δ(t− ε)

t
.

♢ A higher δ leads to a higher α∗
1 and a lower x̃∗

1.

A1 focuses more on its opt-out consumers whose reser-

vation values are high.
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Analysis with privacy management (4/9)

Outcome (1/2)A1 wins the rival’s targeted consumers on [0, x̄∗
2],

A2 wins the rival’s targeted consumers on [x̄∗
1, 1].

x̄∗
2 =

1

4
− δ(t− ε)

2t
, x̄∗

1 =
3

4
+

(1− δ)(t− ε)

2t
.
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Analysis with privacy management (5/9)

Outcome (2/2) p∗1(x) = α∗
2 + t(1− 2x), p∗2(x) = α∗

1 + t(2x− 1),

πA1 = α∗
1[δx̃

∗
1 + (1− δ)x̄∗

2] + δ

∫ x̄∗
1

x̃∗
1

p∗1(x)dx,

πA2 = α∗
2[(1− δ)(1− x̃∗

2) + δ(1− x̄∗
1)] + (1− δ)

∫ x̃∗
2

x̄∗
2

p∗2(x)dx.
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Analysis with privacy management (6/9)

Result When consumers can manage their privacy,

(i) opt-out consumers mitigate price competition in

market A;

(ii) Ai’s uniform price α∗
i increases with its amount of

opt-out consumers;

(iii) as ε becomes lower from a high level, the impact

of an increase in δ on A1’s profit becomes stronger

if δ ≥ 1/2; as ε becomes lower from a high level, the

impact of an decrease in δ on A2’s profit becomes

stronger if δ ≤ 1/2.
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Analysis with privacy management (7/9)

Market B The competition mode is different from that with-

out privacy management.

Two cases about consumers’ foresight: Myopic (g = 0)

and forward-looking (g = 1).

Indifferent consumer δ =
1

2
+

t(β2 − β1)

2(t2 − g(t− ε)ε)
(βi: Bi’s price)

• The consumers’ expected surplus from choosing a

larger market share is higher than that from choosing

a smaller market share.

• Forward-looking consumers are more price elastic.
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Analysis with privacy management (8/9)

Indifferent consumer δ =
1

2
+

t(β2 − β1)

2(t2 − g(t− ε)ε)
(βi: Bi’s price)

The equilibrium outcome (when ε decreases from t)

β∗
i = (2t+ε)(4t−ε)

16t
− g(t−ε)ε

t
↓, π∗

Bi
= (2t+ε)(4t−ε)

32t
− g(t−ε)ε

2t
↓,

x̃∗
1 = t−ε

2t
↑, α∗

i = 2t−ε
2

↑, p∗1(x) = α∗
2 + t(1− 2x) ↑, x̄∗

1 = 4t−ε
4t

↑,

π∗
Ai

= 12t2+3ε2−4tε
32t

↓, Π∗
i = 10t2+ε2−tε

16t
− g(t−ε)ε

2t
↓
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Analysis with privacy management (9/9)

Summary Under privacy management, as the cost ε de-

creases,

(i) profits decrease in markets A and B, and two-

market profits decrease;

(ii) consumer surplus decreases in market A and in-

creases in market B, and total two-market con-

sumer surplus decreases (resp. increases) if con-

sumers are myopic (resp. forward-looking);

(iii) social welfare in market A decreases and total so-

cial welfare decreases.
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Three extensions (1/7)

1. Gain and loss from personalization ω = ∆v︸︷︷︸
gain

− c︸︷︷︸
loss

.

p∗1(x)=

{
2t(1− x)− (ε− ω)/2 when x̃∗

1 < x < x̄∗
1

0 when x ≥ x̄∗
1,

where x̄∗
1 = 1− (ε−ω)/(4t), α∗

i = t− (ε+ ω)/2.

β∗
i = ((2t+ ε)(4t− ε)− ω(10t− ω))/(16t), δ∗ = 1/2.

π∗
Ai

= 12t2+3ε2−4tε+ω(6ε+3ω−4t)
32t

,

π∗
Bi

= (2t+ε)(4t−ε)−ω(10t−ω)
32t

,

Π∗
i = 10t2+ε2−tε−ω(7t−3ε−2ω)

16t
.
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Three extensions (2/7)

1. Gain and loss from personalization ω = ∆v︸︷︷︸
gain

− c︸︷︷︸
loss

.

Summary Under privacy management,

(i) The number of consumers who erase data is the

same as in the main model, and their opt-out

mitigates the price competition in market A;

(ii) as ω increases, Ai’s profit increases

iff ω > (2t − 3ε)/3, and profits in

market B always decrease;

(iii) firms in market A earn a lower

profit iff 6ω + 3ε > t holds, and

firms in market B always earn a

lower profit;
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Three extensions (3/7)

1. Gain and loss from personalization ω = ∆v︸︷︷︸
gain

− c︸︷︷︸
loss

.

Summary Under privacy management,

(iv) the highest privacy management cost (i.e., ε = t)

brings the largest total consumer surplus and total

social welfare;

(v) the welfare properties are identical to the main

model, except opt-out consumers become better

off.
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Three extensions (4/7)

2. Data portability (i) Ai’s targeted consumers can also ask the

firm to transfer their data to the rival Aj without any

costs (ii) in addition to the costly data erasure option.

Ai’s consumers’ costs Outcomes in market A
Green: opt-out, Blue: data portability, Red: opt-in
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Three extensions (5/7)

2. Data portability The outcomes are the following:

Green: opt-out, Blue: data portability, Red: opt-in

Summary Data portability leads to

(i) αi ↑ and pi(x) ↓
(ii) πAi ↓, πBi ↑, and Πi ↑
(iii) CSA ↑, CSB ↓, and CSA + CSB ↓
(iv) SWA and SWB are the maximim values.
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Three extensions (6/7)

3. Heterogeneous privacy costs (i) privacy-sensitive with privacy

cost θ = c with prob. r; (ii) privacy-insensitive without

any privacy costs θ = 0 with prob 1− r.

Privacy management helps privacy-sensitive con-

sumers be in market A if c is high enough.
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Three extensions (7/7)

3. Heterogeneous privacy costs (i) c (prob. r); (ii) 0 (prob. 1−r).

Summary When some consumers’ privacy costs are high, pri-

vacy management leads to

(i) higher consumer demands in market A,

(ii) price competition becomes weak in market A,

(iii) price competition intensifies in market B.
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Conclusion (1/2)

The model We consider a duopoly model in which consumers

purchase products in two independent markets: data

collection and data application.

Result (M) In the data application market, privacy manage-

ment harms the total surplus, firms, and consumers,

except for opt-out consumers.

In the data collection market, consumers’ privacy

management also intensifies competition, lowering

the two-market profits and benefiting consumers in

this market.

Privacy management increases (resp. decreases) two-

market consumer welfare if consumers are forward-

looking (resp. myopic).
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Conclusion (2/2)

Result (E1) An increase in the gain from personalized prod-

ucts harms the firms’ two-market profits and improves

the consumer and total surpluses.

Result (E2) Competition in market A intensifies but and the

firms have lower incentives to acquire a lot of cus-

tomers’ data in market B, improving the firms’ two-

market profits but diminishing the sum of the con-

sumer surpluses.

Result (E3) Privacy management improves the consumer

surplus in each market if the number of privacy-

sensitive consumers exceeds a threshold value.
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